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Command Center 
 
 
Command Center is available on the Enterprise and Branch Pro Netshield appliances to 

manage remote appliances from a central location without having to open multiple 

browser sessions. 

A common network environment has a main location with an Enterprise or Branch Pro 

appliance running Command Center and Nano appliances at remote locations such as 

a bank with a main branch and multiple remote locations. 

 

In an environment with multiple Enterprise and/or Branch Pro appliances choose one 

appliance to run Command Center.  

Do not run Command Center on multiple Enterprise or Branch Pro appliances as 

it will cause issues with replication and the trust state of assets. 

 
 

Setup Command Center 
 
Add all the appliances to be managed including the Command Center appliance. 
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Create a group on the Command Center appliance and add all of the appliances into 

the group including itself.  

 
 

 
 
 

Enable replication, if desired, from the Command Center appliance and all assets will be 

replicated between appliances. Replication creates a list of all assets and sends the list 

to all appliances. 

An asset trusted at one site will be trusted at all other sites because the appliance 

references the replication list. 
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Version 10.2 Patch 12 
 
 
There have been a number of changes to Command Center to address issues and align 

with the upcoming release of Cloud Command Center. 

 

Version 10.2 Patch 12 includes changes to replication to use the Command Center 

appliance to manage trust state for known assets. 
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It is highly recommended to follow the steps below to setup Command Center. 

1. Disable Asset Replication. 

2. Purge the Replication List. 

3. Trust all assets on all appliances. 

4. Perform a Manual Replication - All known, trusted assets will now be included in 

the replication list.  

 
 
 
 

Operation 
 

1. On the Command Center appliance under Manage Assets, use the Filter Panel 

to display Replicated.  

2. Open Filter Panel, Select Replicated, Select Apply Filter. 

3. This will show all assets of all appliances except the assets managed by the 
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Command Center appliance. 

 

 
 
 

4. Select assets to be trusted using the checkbox and select Trust. The selected 

assets will change from yellow to white. 
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5. On the next replication cycle the assets will become trusted on the local 

appliance. 

 

 
 
 
 
. 

Important points 
 

1. An asset that is trusted locally but remains Untrusted on the Command Center 

appliance will become untrusted after the next replication cycle. It needs to be 

trusted on the Command Center appliance. 

2. If a new asset is discovered and untrusted it will have to be trusted locally before 

it will replicate. 

 

 


